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[bookmark: _Toc106028387]** First Change **
[bookmark: _Toc120296927][bookmark: _Toc133591930][bookmark: _Hlk68443045]5.z	RCS
[bookmark: _Toc120296928][bookmark: _Toc133591931]5.z.1	Scope of interception
The illustrations shown in this clause are for the service type RCS. The RCS services may be provided by the CSP or by a third party service provider. In the latter case, the provisioning logic defined below applies to the RCS service provider. The S-CSCF in the CSP domain if involved may still need to report the RCS registration related events.
A target can be a subscriber of the RCS service provider or a non-local ID. In the case where a target is a non-local ID, the party communicating with the target is a subscriber of RCS service provider.
The interception of service type of RCS is done by the IRI-POI and CC-POI present in the RCS server, the IRI-POI and CC-POI present in the HTTP Content Server and File Transfer Localization Function and the IRI-POI present in the S-CSCF (always CSP).
For the cases where the file transfer related events cannot be associated to a provisioned target identity in the HTTP Content Server and the File Transfer Localization Function, the TFs (IRI-TF and CC-TF) present in the RCS Server trigger the POIs (i.e. the triggered IRI-POI and the triggered CC-POI) in the HTTP Content Server and File Transfer Localization Function.
For one file transfer related event, either the triggered IRI-POI or non-triggered IRI-POI in the HTTP Content Server and the File Transfer Localization Function generate the xIRIs. Likewise, to deliver the content of the file, either the triggered CC-POI or non-triggered CC-POI in the HTTP Content Server and the File Transfer Localization Function generate the xCC.
If the File Transfer Localization Function is not deployed by the RCS Service Provider, the reporting what would have been done by the LI function in the File Transfer Localization Function cannot be done.
The IRI-POI present in the S-CSCF reports just the RCS Registration related xIRI when the same cannot be reported by the IRI-POI present in the RCS Server (i.e. the case where IMS and RCS services are provided by different service providers).
[bookmark: _Toc120296929][bookmark: _Toc133591932]5.z.2	LIPF logic for service type of RCS
Figure 5.z.2-1 illustrates the LIPF logic for the service type RCS.


Figure 5.z.2-1: LIPF logic for provisioning for the service type RCS
Figure 5.z.2-2 illustrates the RCS LI provisioning logic as applicable to CSP. and figure 5.z.2-3 illustrates the RCS-LI provisioning logic as applicable to the third party service provider.
. 


Figure 5.z.2-2: RCS LI provisioning as applicable to a CSP


Figure 5.z.2-3: RCS LI provisioning as applicable to third party service provider
As shown in figure 5.z.2-2, the provisioning of IRI-POI in HSS is not applicable for target non-local ID. Also, provisioning of IRI-POI in the HSS is not applicable for the RCS provider when different from a CSP. The provisioning of an IRI-POI in the S-CSCF is not required if the RCS server is deployed in CSP network.
Figure 5.z.2-4 illustrates the LIPF logic for additional LI provisioning for RCS.

 
Figure 5.z.2-4: Additional LIPF logic for provisioning for the service type RCS
The provisioning of IRI-POI, CC-POI in HTTP Content Server and File Transfer Localization Function is only for the POIs triggered from the IRI-TF, CC-TF present in the RCS Server. 
The following target identifiers are applicable to the service type of RCS for provisioning the IRI-POI/CC-POI at the RCS Server:
-	IMPU.
-	IMPI.
-	PEI (IMEI only).
-	IMEI.
The target identity in the IMPU format may contain a SIP URI, TEL URI.
The following target identifiers are applicable to the service type of RCS for provisioning the IRI-POI/CC-POI at the HTTP Content Server and File Transfer Localization Function:
-	SIP URI.
-	TEL URI.
-	GPSI.
-	SUPI.
-	IMSI.
-	MSISDN.
-	Email Address.
The target identity in the GPSI format may contain a GPSIIMSI or GPSINAI. The target identity in the SUPI format may contain SUPIIMSI or SUPINAI.
5.z.3	Interception
5.z.3.1	Deployment
The CSP may or may not deploy a File Transfer Localization Function.
If the File Transfer Localization Function is not deployed, then reporting of xIRIs and xCC that were supposed to be reported from IRI-POI and CC-POI in the File Transfer Localization Function is not possible. This limitation happens when a target or party communicating with the target non-local ID downloads a file from the HTTP Content Server.
The RCS Server and the IMS may be managed by different service providers. When the RCS Server is deployed and managed by a different provider, the IRI-POI in the S-CSCF present of the IMS provider network is able to report RCS registration related xIRIs.
5.z.3.2	Summary
Table 5.z.3.2-1 provides the scope of NF domain that provides the IRI-POI/IRI-TF/CC-TF/CC-POI functions for the service type of RCS.
Table 5.z.3.2-1: Scope of NF providing the LI functions for RCS
	[bookmark: _Hlk137659443]NF with the LI function
	CSP provides IMS and RCS
	IMS provider is different from RCS provider

	
	
	IMS provider
	RCS provider

	
	Roaming
	Roaming
	

	
	Not
	Outbound 
	Inbound 
	Not
	Outbound 
	Inbound 
	

	HSS (target local)
	IRI-POI
	IRI-POI
	n/a
	IRI-POI
	IRI-POI
	n/a
	n/a

	HSS (target non-local)
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a
	n/a

	S-CSCF
	n/a
	n/a
	n/a
	IRI-POI
	IRI-POI
	n/a
	n/a

	RCS Server
	IRI-POI
	IRI-POI
	n/a
	n/a
	n/a
	n/a
	IRI-POI

	RCS Server
	CC-POI
	CC-POI
	n/a
	n/a
	n/a
	n/a
	CC-POI

	RCS Server
	IRI-TF
	IRI-TF
	n/a
	n/a
	n/a
	n/a
	IRI-TF

	RCS Server
	CC-TF
	CC-TF
	n/a
	n/a
	n/a
	n/a
	CC-TF

	HTTP Content Server
	IRI-POI
	IRI-POI
	n/a
	n/a
	n/a
	n/a
	IRI-POI

	HTTP Content Server
	CC-POI
	CC-POI
	n/a
	n/a
	n/a
	n/a
	CC-POI

	File Transfer Localization Function
	IRI-POI
	IRI-POI
	n/a
	n/a
	n/a
	n/a
	IRI-POI

	File Transfer Localization Function
	CC-POI
	CC-POI
	n/a
	n/a
	n/a
	n/a
	CC-POI



NOTE 1:	The use of "n/a" in the above table implies that the LI function is not applicable to the NF for the indicated scenario.
NOTE 2:	The LIPF is not aware of the above role played by the NFs in providing the LI functions nor the roaming situations of the target or the party communicating with the target non-local ID.
NOTE 3:	The LIPF is aware of whether RCS services are provided by CSP (that provides the IMS services) or in third party service provider.
NOTE 4:	MDF2 and MDF3 which are also involved in providing the LI functions are not shown in the tables above.

** End of all changes **
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